
Replies to Queries Raised on Pre-Qualification Process for Web 

Management System 

S. No 
Reference Pre-
Qualification 

Document 
Query Response 

1 3.1 As per 3.1- For each application, applicants 
shall prepare four copies including any 
computer models used in developing the 
applications. Each APPLICATION shall be 
marked "ORIGINAL" or "COPY" as appropriate.  
If there are any discrepancies between the 
original and the copies of the application, the 
original application will be taken as the correct 
one. 
Kindly confirm 1 Original and 3 copies of all 
required documents shall be submitted? Do we 
need to submit the soft copy(with quantity) in 
the form of CD 

Applicants shall submit 
one “Original” and 
three “Copies” of the 
application.  

2 I.D As a  local representative of international 
vendor-  the local partner shall only fill this 
annexure I.D? Kindly confirm. 

Local representative 
company shall fill 
Annexure I.D  

3 2.3.35 To kindly clarify where (physical location) the 
data storage mentioned in 2.3.35 has to be 
located. According to our WMS scheme it 
should be pointed to 2, 4 or 5. 

Details of 
locations/network will 
be shared with pre-
qualified bidders only 

4 2.3.19 What is the approximate range of the 
“monitored data” mentioned in 2.3.19. Is this 
the same data as mentioned in 2.3.35?  or 
classified information only as mentioned in 
2.3.18? 

Data mentioned in 
2.3.17 

5 2.3.18 Does 2.3.18 mean that not only the event but 
evidence (content) has to be stored? 

Data mentioned in 
2.3.17 

6 2.3.22 Please specify the term “data” in 2.3.22 for 180 
days data availability. Is this all data captured 
or only identified as mentioned in 2.3.18? 

Data mentioned in 
2.3.17 

7 Serial 9 Annex I.E Is the crawler described in Annex I.E No.9 
supposed to operate active online in the 
internet? or on the data already captured 
only? 

Active online crawler  

8 NA Will the WMS solution be placed in-line for 
policy enforcement? Or can we go with Out-of-
path/Offline solution for this requirement? 

The bidder shall 
propose the mode 
keeping in view PTA 
requirements 

9 NA Can you please share some more in-depth 
details on the requirements from the WMS 

Please refer to pre-
qualification document 



solution?  
 

10 NA Is there any specific need to have the internet 
traffic captured out of band for the WMS?  
 

Please clarify the 
question 

11 NA Also we would need to understand the number 
links for policy enforcement. Kindly share, link 
type and speed.  
 

Further details on 
network deployment 
and capacity will be 
shared with pre-
qualified vendors only 

12 NA Kindly specify the protocols for mobile and 
software apps.  
 

Kindly refer to serial 5, 
6 and 9 of Annexure I.E 

13 NA Considering 1.5TBps, does PTA wants to log all 
internet traffic or just HTTP/HTTPS?  

a. What is the anticipated growth over 
the next 3 years / 5 years 

 

Further details on 
network deployment 
and capacity will be 
shared with pre-
qualified vendors only 

14 NA Please provide information of how many seats 
required for training?  
 

This information is not 
relevant at the present 
stage and may be 
shared with the 
prequalified vendors 

15 NA Can you please share information regarding 
the distribution of this 1.5 TB, like which site 
have how much of data?  

a. Sessions per second require  
b. Concurrent Session required  
c. Interface Options required 

 
 

Further details on 
network deployment 
and capacity will be 
shared with pre-
qualified vendors only 

16 NA What kind of Asymmetry is required in data 
traffic flow. Appreciate if you can share the 
flow as well as high level diagram.  
 

The mention of 
asymmetry in the 
prequalification 
documents is with 
reference to the 
traditional asymmetry 
present in packet switch 
networks. System 
performance should not 
be affected due to the 
same. 

17 NA Regarding Centralized Logging, does PTA have 
any existing logging solution. If yes, which 
vendor?  
 

PTA shall not be using 
an existing logging 
solution for this project. 

18 2.3.25 In point 2.3.25, PTA mentioned related Further details on 



systems, appreciate if you can share details / 
elaboration of Related Systems, please.  
 

network deployment 
and capacity will be 
shared with pre-
qualified vendors only 

19 NA Regarding HTTPS inspection and filtering, 
please note that HTTPS require SSL Certificate 
and purchasing a certificate from CA authority 
for millions of endpoints would not be a 
feasible solution. If PTA can elaborate their 
requirement in terms of HTTPS inspection, that 
would be great.  

Details have been 
provided in pre-
qualification document  

20 NA As the RFP pertains to content identification 
and management; does this require identifying 
all the available OTT applications as well having 
public or private content sharing channels? 

Please Refer to ID # 7 
and #8 in Annexure 1.E 

21 NA Please share the current network 
infrastructure of PTCL and TWA, Network 
design/Traffic Flow/HLDs/and link/interfaces 
details at all POP sites of respective carrier. 

Further details on 
network deployment 
and capacity will be 
shared with pre-
qualified vendors only 

22 2.2 Total bandwidth on each monitoring site Further details on 
network deployment 
and capacity will be 
shared with pre-
qualified vendors only 

23 NA Type and capacity of links on each  monitoring 
site  

Further details on 
network deployment 
and capacity will be 
shared with pre-
qualified vendors only 

24 2.3.5 Asymmetric pattern between IGW sites of all 
carriers 

Further details on 
network deployment 
and capacity will be 
shared with pre-
qualified vendors only 

25 NA Availability and details of dark fiber media 
between all monitoring sites? 

Further details on 
network deployment 
and capacity will be 
shared with pre-
qualified vendors only 

26 2.3.3 “Intelligent port independent monitoring for all 
internet sessions” does the term “intelligent 
port” means the layer 4 TCP/UDP port? 

Intelligent port 
independent 
monitoring refers to 
identification of 
internet protocols 
regardless whether 
their respective 



standard layer 4 ports 
are being used or 
otherwise 

27 2.3.10 
2.3.11 
2.3.48 

Please clarify HTTPs based content 
identification methodology (approved as per 
law). As new protocols are being used for 
HTTPs and proprietary encryptions; what is 
expected from the solution vendors in terms of 
decryption of HTTPs using layer 4 protocols 
TCP/QUIC/SPDY. 

Please refer to serial 
no.4 of Annexure I.E of 
pre-qualification 
document. 

28 2.3.29 Define term “signaling measurement”  To measure the 
transmission signal / 
power levels of the 
monitored 
interface/link  

 


